POLITYKA PRYWATNOSCI | PLIKOW COOKIES

ORAZ UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH
Wersja dokumentu: 1.3 Data ostatniej aktualizacji: 08.01.2026 r.

l. WSTEP | POSTANOWIENIA OGOLNE

Szanujemy prywatnos¢ naszych Uzytkownikow, Partnerow oraz ich Klientow (Kursantow).
Niniejsza Polityka Prywatnosci (dalej: "Polityka") stanowi dokument opisujgcy zasady
przetwarzania danych osobowych oraz wykorzystywania plikéw cookies i innych technologii
Sledzgcych w ramach ekosystemu ustug swiadczonych przez firme TYNZA DAWID FURTAK.

Zakres obowigzywania: Niniejsza Polityka dotyczy wszystkich serwisow internetowych, aplikacji i
sklepow dziatajgcych w domenach i subdomenach nalezgcych do Administratora, w
szczegdblnosci:a

planjazd.pl (Strona gtdbwna, wizytdwka marketingowa),
app.planjazd.pl (Aplikacja webowa/SaaS dla OSK i Kursantéw),
sklep.planjazd.pl (Sklep internetowy z akcesoriami lub ustugami),
tynza.pl (Strona korporacyjna firmy),

Oraz wszelkich innych subdomen powigzanych z wyzej wymienionymi adresami (dalej tgcznie
zwane: "Serwisem" lub "Systemem").

Celem niniejszej Polityki jest wypetnienie obowigzku informacyjnego, o ktérym mowa w art. 13 i
art. 14 Rozporzadzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016
r. w sprawie ochrony oséb fizycznych w zwigzku z przetwarzaniem danych osobowych i w
sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE (ogdlne
rozporzadzenie o ochronie danych), zwanego dalej "RODO".

Korzystanie z ktoregokolwiek z wyzej wymienionych adreséw jest rwnoznaczne z akceptacjg
zasad opisanych w niniejszym dokumencie.

[I. ADMINISTRATOR DANYCH OSOBOWYCH

Administratorem danych osobowych przetwarzanych w ramach serwisu Planjazd.pl, aplikacji
app.planjazd.pl, sklepu internetowego sklep.planjazd.pl oraz stron internetowych szkét jazdy
tworzonych w ramach Systemu jest:



TYNZA Dawid Furtak

prowadzgcy dziatalnos¢ gospodarczg pod firmg TYNZA DAWID FURTAK
al. Solidarnosci 68/121

00-240 Warszawa, Polska

NIP: 5621825260

REGON: 543213468

e-mail: kontakt@planjazd.pl

(dalej: ,Administrator" lub ,TYNZA")

W sprawach zwigzanych z ochrong danych osobowych Uzytkownik moze skontaktowac sie z
Administratorem za posrednictwem wskazanego adresu e-mail lub pisemnie na adres siedziby
Administratora.

Kontakt w sprawach ochrony danych: Wszelkie pytania, wnioski oraz zagdania dotyczgce
przetwarzania danych osobowych oraz realizacji przystugujgcych praw mozna kierowac do
Administratora za posrednictwem nastepujgcych kanatéw komunikacji:

a) E-mail: kontakt@planjazd.pl

b) Adres korespondencyjny: al. Solidarnosci 68/121, 00-240 Warszawa

¢) Formularz kontaktowy: dostepny w panelu Uzytkownika w Systemie app.planjazd.pl
d) Telefon: +48 456 702 306 (infolinia techniczna)

Inspektor Ochrony Danych (I0OD): Administrator na biezgco analizuje ryzyko zwigzane z
przetwarzaniem danych osobowych. W przypadku powotania Inspektora Ochrony Danych,
informacja o jego danych kontaktowych zostanie niezwtocznie opublikowana w niniejszym
punkcie oraz przekazana do Prezesa Urzedu Ochrony Danych Osobowych. Obecnie sprawy
zwigzane z ochrong danych nadzoruje bezposrednio Administrator.

1. DUALIZM ROL: ADMINISTRATOR A PODMIOT PRZETWARZAJACY

Ze wzgledu na specyfike modelu biznesowego SaaS (Software as a Service), w ktérym dziata
System Planjazd.pl, firma TYNZA DAWID FURTAK wystepuje w dwdch réznych rolach w zaleznoSci
od kategorii danych osobowych i relacji z podmiotem, ktérego dane dotycza:

1. Rola Administratora Danych (ADO) - Planjazd.pl / TYNZA

TYNZA Dawid Furtak (Planjazd.pl) wystepuje jako Administrator Danych Osobowych (w
rozumieniu art. 4 pkt 7 RODO) w odniesieniu do nastepujgcych kategorii danych:



a) Danych naszych bezposrednich Klientéw (Wtascicieli Osrodkéw Szkolenia Kierowcow,
przedsiebiorcéw) rejestrujgcych sie w aplikacji app.planjazd.pl lub dokonujgcych zakupéw w
sklepie internetowym sklep.planjazd.pl.

b) Danych oséb kontaktowych i przedstawicieli wskazanych przez Klientéw do realizacji umowy o
Swiadczenie ustug.

c) Danych oséb odwiedzajgcych nasze strony internetowe (planjazd.pl, app.planjazd.pl,
sklep.planjazd.pl, tynza.pl) w celach marketingowych, analitycznych i statystycznych (w tym dane
zbierane za posrednictwem plikéw cookies).

d) Danych Kupujgcych dokonujgcych zakupow w sklepie internetowym sklep.planjazd.pl
(Konsumentdw i przedsiebiorcow).

e) Danych kandydatow do pracy (rekrutacja poprzez tynza.pl lub inne kanaty).

f) Danych oséb kontaktujgcych sie z Administratorem za posrednictwem formularzy
kontaktowych, poczty elektronicznej, telefonu lub innych kanatow komunikacji.

g) Danych oséb zapisujgcych sie do newslettera lub wyrazajgcych zgode na otrzymywanie
informacji handlowych.

h) Danych technicznych i identyfikatorow urzgdzen osob korzystajgcych z Serwisu (adresy IP,
identyfikatory cookies, logi systemowe).

2. Rola Podmiotu Przetwarzajgcego (Procesora) - Planjazd.pl / TYNZA

TYNZA Dawid Furtak (Planjazd.pl) wystepuje jako Podmiot Przetwarzajacy (Procesor) w
rozumieniu art. 28 RODO w odniesieniu do nastepujacych kategorii danych:

a) Danych Kursantéw wprowadzanych do Systemu (app.planjazd.pl) przez Szkoty Jazdy (OSK) -
Partnerow korzystajacych z oprogramowania.

b) Danych Instruktoréw nauki jazdy wprowadzanych przez OSK do Systemu.
¢) Danych pracownikéw administracyjnych OSK wprowadzanych do Systemu.

d) Innych danych operacyjnych OSK (np. harmonogramy jazd, trasy, wyniki egzaminéw
wewnetrznych, dokumentacja szkoleniowa).

e) Danych publikowanych na stronach internetowych szkét jazdy tworzonych w ramach Systemu
Planjazd.pl (subdomeny app.planjazd.pl lub planjazd.pl).

3. Szkota Jazdy (OSK) jako odrebny Administrator Danych

W przypadku danych osobowych Kursantow, Instruktoréw i innych osob, ktérych dane sg
wprowadzane do Systemu przez Szkote Jazdy (OSK), Administratorem Danych Osobowych jest



Partner - Osrodek Szkolenia Kierowcow (OSK), z ktérym Kursant zawart umowe szkoleniowg lub
z ktérym Instruktor pozostaje w stosunku pracy lub wspotpracy.

Szkota Jazdy (OSK) jako Administrator Danych:

a) samodzielnie okresla cele i sposoby przetwarzania danych osobowych swoich Kursantéw i
Instruktorow,

b) ponosi odpowiedzialnos$¢ za zgodnos$¢ przetwarzania z przepisami RODO,

C) jest zobowigzana do wypetnienia obowigzku informacyjnego wobec 0sob, ktérych dane
dotyczg (art. 131 14 RODO),

d) jest zobowigzana do zapewnienia podstawy prawnej przetwarzania danych (np. umowa,
zgoda, obowigzek prawny),

e) jest zobowigzana do realizacji praw oséb, ktérych dane dotyczg (dostep, sprostowanie,
usuniecie, przenoszenie itp.).

Planjazd.pl (TYNZA) w tym zakresie:

a) przetwarza dane wytgcznie w imieniu i na polecenie Partnera (OSK), w celu realizacji ustugi
udostepnienia oprogramowania Saas,

b) nie podejmuje samodzielnych decyzji dotyczacych celdw i sposobow przetwarzania danych
Kursantow,

) zapewnia odpowiednie Srodki techniczne i organizacyjne ochrony danych,

d) dziata na podstawie Umowy Powierzenia Przetwarzania Danych Osobowych (DPA) stanowigcej
integralng czes¢ niniejszej Polityki (Rozdziat X).

Kursanci i Instruktorzy, ktérzy chcg skorzystac z przystugujacych im praw wynikajgcych z RODO
(dostep do danych, sprostowanie, usuniecie itp.), powinni kierowac¢ swoje zgdania bezposrednio
do Szkoty Jazdy (OSK), z ktérg zawarli umowe. Planjazd.pl jako Procesor moze udzieli¢ pomocy
technicznej w realizacji tych zgdan na polecenie Administratora (OSK).

IV. ZAKRES PRZETWARZANYCH DANYCH OSOBOWYCH

Administrator za posrednictwem strony internetowej, aplikacji, sklepu internetowego oraz
innych form komunikacji zbiera i przetwarza dane osobowe Uzytkownikow przekazywane w
szczegblnosci podczas:

a) rejestracji konta w Systemie app.planjazd.pl,
b) sktadania zamowien w sklepie internetowym sklep.planjazd.pl,

) korzystania z oprogramowania i funkcjonalnosci Systemu,



d) kontaktu z obstugg techniczng lub dziatem sprzedazy,

e) zapisywania sie do newslettera lub wyrazania zgody na komunikacje marketingows,
f) wypetniania formularzy kontaktowych,

g) przegladania stron internetowych nalezgcych do Administratora,

h) korzystania ze stron internetowych szkot jazdy tworzonych w ramach Systemu.
Kategorie zbieranych danych osobowych:

Administrator moze zbierad i przetwarzac nastepujgce kategorie danych osobowych (w
zaleznosci od celu przetwarzania i relacji z osobg, ktorej dane dotyczg):

1. Dane identyfikacyjne:

a) imie i nazwisko,

b) firma (nazwa dziatalnosci gospodarczej),
¢) NIP (Numer Identyfikacji Podatkowej),
d) REGON,

e) numer PESEL (wytgcznie w przypadku danych Kursantéw przetwarzanych przez OSK jako
Administratora),

f) numer PKK (Profil Kandydata na Kierowce) - wytgcznie w przypadku danych Kursantéw.
2. Dane kontaktowe:

a) adres e-mail,

b) numer telefonu (stacjonarny i/lub komadrkowy),

¢) adres zamieszkania,

d) adres korespondencyjny,

e) adres siedziby firmy,

f) adres dostawy (w przypadku zamowien w sklepie).
3. Dane do faktury i rozliczen:

a) petne dane firmy (nazwa, adres, NIP),

b) dane do faktury dla osob fizycznych,

¢) numer rachunku bankowego (w przypadku zwrotéw),



d) historia ptatnosci i transakgji.

4. Dane Kursantow przekazywane przez OSK (przetwarzane przez Planjazd.pl jako Procesora):
a) imie i nazwisko,

b) numer PESEL,

c) numer PKK,

d) adres zamieszkania,

e) numer telefonu,

f) adres e-mail,

g) dane dotyczgce przebiegu szkolenia (harmonogram jazd, postepy, wyniki egzaminow
wewnetrznych),

h) wizerunek (zdjecie profilowe - opcjonalnie),

i) dane dotyczgce kategorii prawa jazdy.

5. Dane techniczne i identyfikatory:

a) adres IP,

b) identyfikatory plikbw cookies,

c) identyfikatory urzgdzen (device ID),

d) dane o przegladarce internetowej (typ, wersja),
e) dane o systemie operacyjnym,

f) dane o rozdzielczosci ekranu,

g) czas spedzony na stronie,

h) sciezka nawigacji (clickstream),

i) logi systemowe i logi dostepu.

6. Dane zawarte w korespondencji:

a) tres¢ wiadomosci e-mail,

b) tres¢ wiadomosci przestanych przez formularze kontaktowe,

¢) tre$¢ wiadomosci SMS (w przypadku komunikacji SMS),



d) nagrania rozmoéw telefonicznych (jesli dotyczy, za uprzedniag zgodg),

e) zatgczniki przestane w korespondencji.

7. Dane dotyczgce aktywnosci w Systemie:

a) historia logowan,

b) historia aktywnosci w panelu uzytkownika,

) preferencje i ustawienia konta,

d) historia zakupow (w przypadku sklepu),

e) dane dotyczgce korzystania z poszczegblnych funkcjonalnosci Systemu.
V. CELE | PODSTAWY PRAWNE PRZETWARZANIA DANYCH

Administrator przetwarza dane osobowe w nastepujgcych celach i na nastepujgcych podstawach
prawnych:

1. Swiadczenie Ustug Drogg Elektroniczng i Realizacja Umowy (B2B/B2C)

Cel: Utworzenie i utrzymanie Konta w Systemie (app.planjazd.pl), realizacja zamdéwien w sklepie
(sklep.planjazd.pl), obstuga techniczna, zapewnienie dostepu do funkcji Saas.

Zakres danych: Imie i nazwisko, nazwa firmy, NIP, adres siedziby/dostawy, adres e-mail, numer
telefonu, hasto (zaszyfrowane), stanowisko.

Podstawa prawna: Art. 6 ust. 1 lit. b RODO (niezbedno$¢ do wykonania umowy lub podjecia
dziatanh przed zawarciem umowy).

2. Obstuga Ptatnosci i Rozliczenia Finansowe

Cel: Wystawianie faktur, prowadzenie ksiegowosci, obstuga ptatnosci abonamentowych za
System oraz ptatnosci jednorazowych w Sklepie, windykacja naleznosci.

Zakres danych: Dane transakcyjne, numer rachunku bankowego, historia ptatnosci, dane z
faktury.

Podstawa prawna: Art. 6 ust. 1 lit. ¢ RODO (wypetnienie obowigzku prawnego cigzgcego na
Administratorze - przepisy podatkowe i o rachunkowosci) oraz Art. 6 ust. 1 lit. f RODO (prawnie
uzasadniony interes - dochodzenie roszczen).

3. Marketing Bezposredni i Newsletter

Cel: Przesytanie informacji handlowych, ofert promocyjnych, newslettera, informacji o
nowosciach w Systemie i Sklepie.



Zakres danych: Adres e-mail, imie, numer telefonu.

Podstawa prawna: Art. 6 ust. 1 lit. a RODO (dobrowolna zgoda) w powigzaniu z art. 10 ustawy o
Swiadczeniu ustug drogg elektroniczng oraz Art. 6 ust. 1 lit. f RODO (marketing wtasny w
przypadku istniejgcych klientéw).

4. Analityka, Statystyka i Ulepszanie Ustug

Cel: Analiza sposobu korzystania z Serwisu (planjazd.pl, tynza.pl), tworzenie statystyk
ogladalnosci, poprawa funkcjonalnosci interfejsu (UX/Ul), wykrywanie naduzy¢.

Zakres danych: Adres IP, identyfikatory plikéw cookies, dane o urzadzeniu, przegladarce,
systemie operacyjnym, czas spedzony na stronie, Sciezka nawigacji (tzw. clickstream).

Podstawa prawna: Art. 6 ust. 1 lit. f RODO (prawnie uzasadniony interes Administratora
polegajgcy na ulepszaniu swoich ustug).

5. Formularz Kontaktowy i Komunikacja

Cel: Udzielanie odpowiedzi na zapytania przestane przez formularz kontaktowy, e-mail lub czat
dostepny w domenach Administratora.

Zakres danych: Imie, nazwisko, adres e-mail, tre$¢ wiadomosci.

Podstawa prawna: Art. 6 ust. 1 lit. f RODO (prawnie uzasadniony interes Administratora -
budowanie relacji i obstuga zgtoszen).

6. Profilowanie i Funkcje Al (Sztuczna Inteligencja)

Cel: Dostarczanie spersonalizowanych rekomendacji (np. optymalizacja grafiku jazd w
app.planjazd.pl), prognozowanie przychodéw OSK, automatyzacja marketingu w Sklepie
(rekomendacje produktow).

Zakres danych: Historia aktywnosci w Systemie, dane finansowe OSK (anonimizowane do
statystyk), historia zakupdw, preferencje uzytkownika.

Podstawa prawna: Art. 6 ust. 1 lit. f RODO (prawnie uzasadniony interes) lub Art. 6 ust. 1 lit. a
RODO (zgoda, jesli dotyczy to decyzji wywotujgcych skutki prawne).

Informacja o profilowaniu: Administrator moze dokonywac profilowania w celach
marketingowych oraz analitycznych. Oznacza to, ze dzieki automatycznemu przetwarzaniu
danych oceniamy wybrane czynniki dotyczgce 0s6b fizycznych, aby analizowac ich zachowanie
lub tworzy¢ prognozy na przysztos¢. Efektem profilowania moze by¢ np. przyznanie
indywidualnego rabatu lub wySwietlenie spersonalizowanej reklamy. Profilowanie to nie
wywotuje wobec Uzytkownikéw skutkéw prawnych ani w podobny sposéb istotnie na nich nie
wptywa (zgodnie z art. 22 RODO).

7. Obstuga Reklamacji i Zwrotow



Cel: Rozpatrywanie reklamacji dotyczgcych Towarow zakupionych w sklepie sklep.planjazd.pl,
obstuga zwrotdw, realizacja prawa odstgpienia od umowy.

Zakres danych: Dane identyfikacyjne Kupujgcego, dane zamowienia, opis reklamadji,
dokumentacja fotograficzna, korespondencja.

Podstawa prawna: Art. 6 ust. 1 lit. b RODO (wykonanie umowy) oraz Art. 6 ust. 1 lit. c RODO
(wypetnienie obowigzku prawnego - przepisy o prawach konsumenta).

8. Zapewnienie Bezpieczenstwa Systemu

Cel: Ochrona Systemu przed nieautoryzowanym dostepem, wykrywanie i zapobieganie
naduzyciom, atakom cybernetycznym, oszustwom, prowadzenie audytow bezpieczenstwa.

Zakres danych: Logi systemowe, adresy IP, identyfikatory sesji, dane o urzadzeniach, historia
aktywnosci.

Podstawa prawna: Art. 6 ust. 1 lit. f RODO (prawnie uzasadniony interes Administratora -
zapewnienie bezpieczenstwa systemu informatycznego).

9. Realizacja Obowigzkdédw Prawnych

Cel: Wypetnienie obowigzkéw wynikajgcych z przepiséw prawa, w tym przepiséw podatkowych,
rachunkowych, o przeciwdziataniu praniu pieniedzy, o Swiadczeniu ustug drogg elektroniczna.

Zakres danych: Dane niezbedne do wypetnienia konkretnego obowigzku prawnego.

Podstawa prawna: Art. 6 ust. 1 lit. ¢ RODO (wypetnienie obowigzku prawnego cigzgcego na
Administratorze).

10. Ustalenie, Dochodzenie lub Obrona Roszczeh

Cel: Ustalenie, dochodzenie lub obrona przed roszczeniami prawnymi, prowadzenie postepowan
sgdowych, arbitrazowych, mediacyjnych.

Zakres danych: Dane niezbedne do prowadzenia sprawy, dokumentacja umowna,
korespondencja.

Podstawa prawna: Art. 6 ust. 1 lit. f RODO (prawnie uzasadniony interes Administratora -
ochrona praw).

VI. ODBIORCY DANYCH | PRZEKAZYWANIE DO PANSTW TRZECICH

Odbiorcy Danych: W celu zapewnienia prawidtowego funkcjonowania Systemu i Sklepu,
korzystamy z ustug zaufanych podmiotéw zewnetrznych. Dane osobowe mogg by¢
przekazywane nastepujgcym kategoriom odbiorcéw:



Dostawcy ustug hostingowych i chmurowych: (np. AWS, Google Cloud, OVH) - w celu
przechowywania danych na serwerach obstugujgcych domeny planjazd.pl i tynza.pl.

Operatorzy Ptatnosci: (np. iMoje, Przelewy24, Stripe, BLIK) - w celu procesowania transakgcji
ptatniczych dokonywanych w Sklepie lub Systemie. W trakcie dokonywania ptatnosci,
Administrator przekazuje Operatorowi dane niezbedne do jej realizacji.

Dostawcy narzedzi analitycznych i marketingowych: (np. Google Analytics, Facebook Meta,
Hotjar).

Dostawcy bramek SMS i E-mail: (np. SMSAPI, FreshMail) - w celu wysytki powiadomien
systemowych.

Firmy kurierskie: (w przypadku zamoéwien fizycznych ze Sklepu) - w celu dostarczenia towaru.
Biuro ksiegowe i doradcy prawni: w celu realizacji obowigzkédw podatkowych i obrony prawne,;.

Organy Panstwowe: (np. Policja, Prokuratura, UODO, KAS) - wytgcznie na podstawie
obowigzujgcych przepisdéw prawa i na ich prawne zgdanie.

Przekazywanie poza EOG: Co do zasady przechowujemy dane na terenie Europejskiego Obszaru
Gospodarczego (EOG). Jednakze, ze wzgledu na korzystanie z ustug globalnych dostawcéw (np.
Google, Facebook), dane mogg by¢ przekazywane do panstw trzecich (np. USA). W takim
przypadku zapewniamy odpowiednie zabezpieczenia, takie jak:

Stosowanie Standardowych Klauzul Umownych (SCC) zatwierdzonych przez Komisje Europejska.

Wspotpraca z podmiotami uczestniczgcymi w programie Data Privacy Framework (jesli dotyczy
USA).

Zasady przekazywania danych: Dane osobowe s3g przekazywane podmiotom trzecim wytgcznie w
zakresie niezbednym do realizacji okreslonych celow przetwarzania. Administrator zawiera z
podmiotami przetwarzajgcymi dane w jego imieniu umowy powierzenia przetwarzania danych
osobowych, zapewniajgce odpowiedni poziom ochrony danych.

VII. PRZETWARZANIE DANYCH W SKLEPIE INTERNETOWYM

Sklep internetowy sklep.planjazd.pl: Administrator prowadzi sklep internetowy, w ktérym oferuje
produkty fizyczne i cyfrowe zwigzane z branzg szkolenia kierowcdw oraz oprogramowaniem dla
OSK.

Dane Kupujgcych: Dane osobowe Kupujgcych dokonujgcych zakupow w sklepie internetowym sg
przetwarzane w celu:

a) realizacji zamowien (kompletowanie, pakowanie, wysytka),

b) obstugi ptatnosci,



c) wystawienia faktury lub paragonu,

d) obstugi reklamacji i zwrotéw,

e) realizacji prawa odstgpienia od umowy,

f) kontaktu w sprawie zamdwienia,

g) prowadzenia konta klienta (jesli zostato zatozone).

Przekazywanie danych w zwigzku z realizacjg zamoéwien: W celu realizacji zamowien ztozonych w
sklepie internetowym, dane Kupujgcych sg przekazywane:

a) Operatorom ptfatnosci (imoje - ING Bank Slaski S.A., Przelewy24, BLIK) - w zakresie
niezbednym do przeprowadzenia transakcji ptatniczej (dane ptatnika, kwota transakcji,
identyfikator zamdwienia),

b) Firmom kurierskim i operatorom logistycznym (InPost Sp. z 0.0., DPD Polska Sp. z 0.0.) - w
zakresie niezbednym do dostarczenia przesyiki (imie i nazwisko, adres dostawy, numer telefonu,
adres e-mail do powiadomien),

) Poczcie Polskiej S.A. - w przypadku wyboru tej formy dostawy.

Dane przekazywane sg wytgcznie w zakresie niezbednym do realizacji umowy sprzedazy i
dostawy Towaru. Administrator nie przekazuje danych Kupujgcych podmiotom trzecim w celach
marketingowych bez wyraznej zgody Kupujgcego.

VIIl. OKRESY PRZECHOWYWANIA DANYCH (RETENCJA)

Dane osobowe sg przetwarzane przez okres niezbedny do realizacji celéw, dla ktorych zostaty
zebrane:

Dane zwigzane z realizacjg umowy (Konto): Przez caty okres trwania umowy o Swiadczenie ustug,
a po jej zakonczeniu przez okres przedawnienia roszczen (zazwyczaj 3 lub 6 lat, zgodnie z
Kodeksem Cywilnym).

Dane ksiegowe (Faktury): Przez okres 5 lat od konca roku kalendarzowego, w ktorym uptynat
termin ptatnosci podatku (zgodnie z Ordynacjg Podatkowa).

Dane marketingowe (Newsletter): Do momentu wycofania zgody przez Uzytkownika lub
whniesienia skutecznego sprzeciwu.

Dane powierzone (Kursanci/Instruktorzy): Zgodnie z decyzjg Partnera (OSK) lub do 30 dni po
wygasnieciu umowy powierzenia (okres na zwrot/usuniecie danych tzw. "Exit Plan").

Logi systemowe i techniczne: Przez okres 12 miesiecy w celach bezpieczenstwa i audytu.



Dane z formularzy kontaktowych: Przez okres niezbedny do udzielenia odpowiedzi i
ewentualnego dalszego kontaktu, nie dtuzej niz 3 lata od ostatniego kontaktu.

Dane kandydatow do pracy: Przez okres rekrutacji, a po jej zakonczeniu przez okres 6 miesiecy
(chyba ze kandydat wyrazi zgode na dtuzsze przechowywanie danych na potrzeby przysztych
rekrutacji).

Po zakonczeniu przetwarzania: Po uptywie okresow przechowywania dane osobowe sg usuwane
lub anonimizowane w sposob uniemozliwiajgcy identyfikacje osoby, ktérej dane dotycza.

IX. PRAWA OSOB, KTORYCH DANE DOTYCZA

Zgodnie z Rozporzgdzeniem RODO, kazdej osobie, ktérej dane osobowe sg przetwarzane przez
Administratora, przystugujg nastepujgce prawa:

1. Prawo dostepu do danych (Art. 15 RODO):

Uzytkownik ma prawo uzyskac od Administratora potwierdzenie, czy przetwarzane sg dane
osobowe jego dotyczgce, a jezeli ma to miejsce, jest uprawniony do uzyskania dostepu do nich
oraz nastepujgcych informacji:

a) cele przetwarzania,
b) kategorie odnosnych danych osobowych,

c) informacje o odbiorcach lub kategoriach odbiorcéw, ktérym dane osobowe zostaty lub
zostang ujawnione,

d) planowany okres przechowywania danych osobowych lub kryteria ustalania tego okresu,

e) informacje o prawie do zgdania sprostowania, usuniecia lub ograniczenia przetwarzania
danych osobowych,

f) informacje o prawie wniesienia skargi do organu nadzorczego,

g) jezeli dane osobowe nie zostaty zebrane od osoby, kt6rej dane dotyczg - wszelkie dostepne
informacje o ich zrédle,

h) informacje o zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu.

Uzytkownik ma prawo do uzyskania kopii danych osobowych podlegajgcych przetwarzaniu. Za
wszelkie kolejne kopie Administrator moze pobrac optate w rozsgdnej wysokosci wynikajgcej z
kosztéw administracyjnych.

2. Prawo do sprostowania danych (Art. 16 RODO):

Uzytkownik ma prawo zgdania od Administratora niezwtocznego sprostowania dotyczgcych go
danych osobowych, ktére sg nieprawidtowe. Z uwzglednieniem celow przetwarzania, Uzytkownik



ma prawo zgdania uzupetnienia niekompletnych danych osobowych, w tym poprzez
przedstawienie dodatkowego oswiadczenia.

3. Prawo do usuniecia danych - ,Prawo do bycia zapomnianym" (Art. 17 RODO):

Uzytkownik ma prawo zgdania od Administratora niezwtocznego usuniecia dotyczgcych go
danych osobowych, a Administrator ma obowigzek bez zbednej zwtoki usung¢ dane osobowe,
jezeli zachodzi jedna z nastepujgcych okolicznosci:

a) dane osobowe nie sg juz niezbedne do celéw, w ktorych zostaty zebrane lub w inny sposob
przetwarzane,

b) Uzytkownik cofngt zgode, na ktorej opiera sie przetwarzanie, i nie ma innej podstawy prawnej
przetwarzania,

¢) Uzytkownik wnosi sprzeciw wobec przetwarzania i nie wystepujg nadrzedne prawnie
uzasadnione podstawy przetwarzania,

d) dane osobowe byty przetwarzane niezgodnie z prawem,

e) dane osobowe muszg zosta¢ usuniete w celu wywigzania sie z obowigzku prawnego
przewidzianego w prawie Unii lub prawie panstwa cztonkowskiego,

f) dane osobowe zostaty zebrane w zwigzku z oferowaniem ustug spoteczenistwa
informacyjnego.

Prawo do usuniecia danych nie przystuguje w zakresie, w jakim przetwarzanie jest niezbedne do
wywigzania sie z obowigzku prawnego, do ustalenia, dochodzenia lub obrony roszczen, lub do
celow archiwalnych w interesie publicznym.

4. Prawo do ograniczenia przetwarzania (Art. 18 RODO):

Uzytkownik ma prawo zgdania od Administratora ograniczenia przetwarzania w nastepujgcych
przypadkach:

a) Uzytkownik kwestionuje prawidtowos¢ danych osobowych - na okres pozwalajgcy
Administratorowi sprawdzi¢ prawidtowosc¢ tych danych,

b) przetwarzanie jest niezgodne z prawem, a Uzytkownik sprzeciwia sie usunieciu danych
osobowych, zagdajgc w zamian ograniczenia ich wykorzystywania,

¢) Administrator nie potrzebuje juz danych osobowych do celéw przetwarzania, ale sg one
potrzebne Uzytkownikowi do ustalenia, dochodzenia lub obrony roszczen,

d) Uzytkownik wnidst sprzeciw wobec przetwarzania - do czasu stwierdzenia, czy prawnie
uzasadnione podstawy po stronie Administratora sg nadrzedne wobec podstaw sprzeciwu
Uzytkownika.



5. Prawo do przenoszenia danych (Art. 20 RODO):

Uzytkownik ma prawo otrzymac w ustrukturyzowanym, powszechnie uzywanym formacie
nadajgcym sie do odczytu maszynowego (np. CSV, JSON, XML) dane osobowe jego dotyczace,
ktére dostarczyt Administratorowi, oraz ma prawo przestac te dane osobowe innemu
administratorowi bez przeszkdd ze strony Administratora, jezeli:

a) przetwarzanie odbywa sie na podstawie zgody lub na podstawie umowy, oraz
b) przetwarzanie odbywa sie w sposéb zautomatyzowany.

Uzytkownik ma prawo zgdania, by dane osobowe zostaty przestane przez Administratora
bezposrednio innemu administratorowi, o ile jest to technicznie mozliwe.

6. Prawo do sprzeciwu (Art. 21 RODO):

Uzytkownik ma prawo w dowolnym momencie wnies$¢ sprzeciw - z przyczyn zwigzanych z jego
szczegolng sytuacjg - wobec przetwarzania dotyczgcych go danych osobowych opartego na art.
6 ust. 1 lit. e lub f RODO (interes publiczny lub prawnie uzasadniony interes Administratora), w
tym profilowania na podstawie tych przepisow.

Jezeli dane osobowe sg przetwarzane na potrzeby marketingu bezposredniego, Uzytkownik ma
prawo w dowolnym momencie wnies¢ sprzeciw wobec przetwarzania dotyczgcych go danych
osobowych na potrzeby takiego marketingu, w tym profilowania, w zakresie, w jakim
przetwarzanie jest zwigzane z takim marketingiem bezposrednim. W przypadku wniesienia
sprzeciwu wobec przetwarzania do celéw marketingu bezposredniego, danych osobowych nie
wolno juz przetwarzac do takich celow.

7. Prawo do cofniecia zgody (Art. 7 ust. 3 RODO):

Jezeli przetwarzanie danych osobowych odbywa sie na podstawie zgody Uzytkownika,
Uzytkownik ma prawo do cofniecia zgody w dowolnym momencie. Wycofanie zgody nie wptywa
na zgodnos$¢ z prawem przetwarzania, ktérego dokonano na podstawie zgody przed jej
wycofaniem. Zgode mozna wycofac poprzez:

a) wystanie wiadomosci e-mail na adres: kontakt@planjazd.pl,

b) klikniecie linku rezygnacji w wiadomosci e-mail (w przypadku newslettera),

€) zmiane ustawien w panelu uzytkownika w Systemie app.planjazd.pl.

Sposéb realizacji praw: Zadania dotyczace realizacji praw wynikajgcych z RODO mozna sktadac:
a) w formie elektronicznej na adres e-mail: kontakt@planjazd.pl,

b) pisemnie na adres: TYNZA Dawid Furtak, al. Solidarnosci 68/121, 00-240 Warszawa,

¢) za posrednictwem formularza kontaktowego dostepnego w Systemie.



Termin realizacji: Administrator ustosunkuje sie do zgdania Uzytkownika niezwtocznie, nie
pozniej jednak niz w terminie jednego miesigca od dnia otrzymania zgdania. W przypadku
skomplikowanego charakteru zgdania lub duzej liczby zgdan, termin ten moze zostad
przedtuzony o kolejne dwa miesigce, o czym Administrator poinformuje Uzytkownika w terminie
miesigca od otrzymania zgdania, podajac przyczyny opdznienia.

Weryfikacja tozsamosci: Administrator moze zazgdac od Uzytkownika dodatkowych informacji
niezbednych do potwierdzenia tozsamosci osoby sktadajgcej zgdanie, jezeli ma uzasadnione
watpliwosci co do tozsamosci osoby fizycznej sktadajgcej zgdanie.

X. PRAWO WNIESIENIA SKARGI DO ORGANU NADZORCZEGO

Uzytkownik ma prawo wniesienia skargi do organu nadzorczego zajmujgcego sie ochrong
danych osobowych, jezeli uzna, ze przetwarzanie danych osobowych jego dotyczgcych narusza
przepisy RODO lub inne przepisy dotyczgce ochrony danych osobowych.

Organem nadzorczym wiasciwym dla terytorium Rzeczypospolitej Polskiej jest:
Prezes Urzedu Ochrony Danych Osobowych (PUODO)

ul. Stawki 2

00-193 Warszawa

Telefon: 22 531 03 00

Strona internetowa: https://uodo.gov.pl/

Formularz skargi: https://uodo.gov.pl/pl/83/155

Skarga moze zosta¢ wniesienia w formie pisemnej, ustnie do protokotu lub w formie
elektronicznej za posrednictwem platformy ePUAP. Wniesienie skargi do organu nadzorczego
nie wyklucza mozliwosci dochodzenia roszczen na drodze sgdowe].

Xl. PROFILOWANIE DANYCH OSOBOWYCH

Strona internetowa Planjazd.pl, aplikacja app.planjazd.pl oraz sklep internetowy
sklep.planjazd.pl mogg wykorzystywac profilowanie danych osobowych.

Definicja profilowania: Profilowanie oznacza dowolng forme zautomatyzowanego przetwarzania
danych osobowych, ktére polega na wykorzystaniu danych osobowych do oceny niektorych
czynnikdw osobowych osoby fizycznej, w szczegdlnosci do analizy lub prognozy aspektow
dotyczgcych efektéw pracy tej osoby fizycznej, jej sytuacji ekonomicznej, zdrowia, osobistych
preferencji, zainteresowan, wiarygodnosci, zachowania, lokalizacji lub przemieszczania sie (art. 4
pkt 4 RODO).

Cele profilowania: Administrator moze dokonywac profilowania danych osobowych w
nastepujgcych celach:



a) dopasowanie tresci wyswietlanych na stronach internetowych do preferencji Uzytkownika,
b) personalizacja ofert handlowych i rekomendacji produktéw w sklepie sklep.planjazd.pl,

¢) analiza zachowan Uzytkownikdéw na stronach internetowych (np. najczesciej odwiedzane
podstrony, sciezki nawigacji),

d) optymalizacja funkcjonalnosci Systemu app.planjazd.pl (np. sugestie dotyczgce
harmonogramu jazd),

e) segmentacja Uzytkownikéw w celach marketingowych,
f) wykrywanie naduzyc i zapobieganie oszustwom,
g) tworzenie statystyk i raportéw analitycznych.

Brak skutkéw prawnych: Profilowanie stosowane przez Administratora nie wywotuje wobec
Uzytkownikow skutkow prawnych ani w podobny sposéb istotnie na nich nie wptywa w
rozumieniu art. 22 RODO. Oznacza to, ze:

a) profilowanie nie prowadzi do automatycznego podejmowania decyzji wywotujgcych skutki
prawne (np. odmowa zawarcia umowy),

b) profilowanie nie wptywa istotnie na sytuacje Uzytkownika w sposéb poréwnywalny do
skutkéw prawnych,

c) efektem profilowania moze by¢ jedynie wyswietlenie spersonalizowanych tresci, rekomendacji
produktéw lub przyznanie indywidualnego rabatu.

Prawo do sprzeciwu wobec profilowania: Uzytkownik ma prawo w dowolnym momencie wnies¢
sprzeciw wobec profilowania, jezeli jest ono oparte na prawnie uzasadnionym interesie
Administratora (art. 6 ust. 1 lit. f RODO). Sprzeciw mozna wnies¢ na adres e-mail:
kontakt@planjazd.pl.

XII. BEZPIECZENSTWO DANYCH OSOBOWYCH

Administrator stosuje zaawansowane Srodki techniczne i organizacyjne zapewniajgce ochrone
przetwarzanych danych osobowych, odpowiednie do zagrozen oraz kategorii danych objetych
ochrong, zgodnie z wymogami art. 32 RODO.

Srodki techniczne:

a) Szyfrowanie transmisji: Transmisja danych pomiedzy Uzytkownikiem a wszystkimi domenami
Systemu (*.planjazd.pl, tynza.pl) jest szyfrowana przy uzyciu protokotu SSL/TLS (certyfikat SSL,
ktddka w przeglgdarce). Stosowane sg aktualne wersje protokotow kryptograficznych (TLS 1.2
wyzsze).



b) Szyfrowanie haset: Hasta uzytkownikow sg hashowane przy uzyciu bezpiecznych algorytmoéw
kryptograficznych (bcrypt) - nieodwracalne szyfrowanie uniemozliwiajgce odczytanie hasta
nawet przez Administratora.

) Szyfrowanie danych w spoczynku: Bazy danych sg szyfrowane w spoczynku (Data at Rest
Encryption), co zapewnia ochrone danych nawet w przypadku fizycznego dostepu do nosnikow.

d) Kopie zapasowe (Backup): Wykonywane sg regularne, codzienne kopie zapasowe danych,
przechowywane w niezaleznej lokalizacji geograficznej, co zapewnia ich odzyskiwalnos¢ w
przypadku awarii. Kopie zapasowe s3g réwniez szyfrowane.

e) Firewall i systemy IDS/IPS: Infrastruktura serwerowa jest chroniona przez zapory sieciowe
(firewall) oraz systemy wykrywania i zapobiegania wiamaniom (IDS/IPS).

f) Monitoring bezpieczenistwa: System jest monitorowany pod kgtem préb nieautoryzowanego
dostepu, atakéw DDoS, préb wtaman oraz nietypowych zachowanh. Prowadzone sg logi dostepu i
aktywnosci.

g) Aktualizacje: Oprogramowanie serwerowe i aplikacyjne jest regularnie aktualizowane do
najnowszych wersji stabilnych, zawierajgcych poprawki bezpieczenstwa.

h) Testy penetracyjne: Okresowo przeprowadzane sg testy bezpieczenstwa i audyty
infrastruktury.

Srodki organizacyjne:

a) Kontrola dostepu: Dostep do danych osobowych majg wytgcznie upowaznieni pracownicy i
wspotpracownicy Administratora, ktorym dostep jest niezbedny do wykonywania obowigzkéw
stuzbowych. Stosowana jest zasada minimalnych uprawnien (least privilege).

b) Zobowigzania do poufnosci: Wszystkie osoby majgce dostep do danych osobowych podpisaty
zobowigzania do zachowania poufnosci oraz zostaty przeszkolone w zakresie ochrony danych
osobowych.

c) Polityki i procedury: Administrator wdrozyt wewnetrzne polityki i procedury dotyczgce
bezpieczenstwa informacji, w tym procedury reagowania na incydenty bezpieczenstwa.

d) Szkolenia: Pracownicy i wspotpracownicy sg regularnie szkoleni w zakresie ochrony danych
osobowych i bezpieczenstwa informacgji.

e) Weryfikacja podwykonawcéw: Podmioty przetwarzajgce dane w imieniu Administratora
(subprocesorzy) sg weryfikowane pod kgtem zapewnienia odpowiednich srodkéw
bezpieczenstwa.

Zgtaszanie incydentéw: W przypadku podejrzenia naruszenia bezpieczenstwa danych
osobowych, Uzytkownik powinien niezwtocznie poinformowa¢ Administratora na adres e-mail:
kontakt@planjazd.pl.



XIIl. POLITYKA PLIKOW COOKIES | TECHNOLOGIE SLEDZACE

Serwis Planjazd.pl (oraz subdomeny) wykorzystuje pliki cookies (tzw. "ciasteczka") oraz podobne
technologie (np. Local Storage, Pixele). Cookies to mate pliki tekstowe zapisywane na urzadzeniu
koncowym Uzytkownika.

1. Rodzaje wykorzystywanych Cookies:

Cookies Niezbedne (Techniczne): Sg kluczowe dla prawidtowego dziatania strony i aplikacji
app.planjazd.pl. Umozliwiajg logowanie, utrzymanie sesji, zapamietywanie ustawien
prywatnosci, obstuge koszyka ptatnosci w sklep.planjazd.pl. Te pliki nie wymagajg zgody
Uzytkownika (zgodnie z art. 173 Prawa telekomunikacyjnego).

Cookies Analityczne (Wydajnosciowe): Stuzg do zbierania informacji o tym, jak Uzytkownicy
korzystajg z Serwisu (np. Google Analytics). Dane te sg zagregowane i anonimowe. Pomagajg
nam ulepsza¢ wydajnosc strony.

Cookies Funkcjonalne: Pozwalajg zapamieta¢ wybory Uzytkownika (np. jezyk, rozmiar czcionki) i
zapewnic¢ spersonalizowane funkcje.

Cookies Marketingowe i Reklamowe: Wykorzystywane do $ledzenia Uzytkownikdéw na réznych
stronach internetowych. Celem jest wyswietlanie reklam, ktére sg istotne i interesujgce dla
poszczegodlnych Uzytkownikdéw (np. Facebook Pixel, Google Ads).

2. Zarzadzanie Cookies:

Uzytkownik ma prawo zadecydowac o zakresie dostepu plikdw cookies do swojego urzadzenia.
Moze to zrobi¢ poprzez:

Panel ustawien Cookies dostepny w Serwisie (np. baner cookie przy pierwszym wejsciu).

Ustawienia przegladarki internetowej: Kazda przeglgdarka umozliwia blokowanie lub usuwanie
plikdw cookies. Szczegotowe instrukcje znajdujg sie w dziale "Pomoc" przegladarki.

Ograniczenie stosowania plikdbw cookies (szczegblnie niezbednych) moze wptyng¢ na niektére
funkcjonalnosci Serwisu lub uniemozliwic¢ korzystanie z niego (np. problemy z logowaniem do

app.planjazd.pl).
XIV. UMOWA POWIERZENIA PRZETWARZANIA DANYCH (DPA) - DLA PARTNEROW OSK

Niniejszy rozdziat reguluje zasady powierzenia przetwarzania danych osobowych przez Partnera
(Administratora Danych - OSK) na rzecz TYNZA DAWID FURTAK (Podmiotu Przetwarzajgcego -
Procesora) w zwigzku z korzystaniem z Systemu. Akceptacja Regulaminu i Polityki Prywatnosci
jest rbwnoznaczna z zawarciem ponizszej Umowy Powierzenia.

8 1. Przedmiot i czas trwania przetwarzania

Administrator powierza Procesorowi przetwarzanie danych osobowych w trybie art. 28 RODO.



Przetwarzanie odbywa sie w celu realizacji ustugi SaaS (System Planjazd.pl).
Umowa zostaje zawarta na czas korzystania z Ustugi przez Partnera.
8 2. Charakter i cel przetwarzania

Charakter przetwarzania: przetwarzanie w systemach informatycznych (zbieranie, utrwalanie,
organizowanie, przechowywanie, pobieranie, przeglgdanie, usuwanie).

Cel przetwarzania: zarzgdzanie procesem szkolenia kierowcow, obstuga harmonogramu,
komunikacja z kursantami.

8§ 3. Rodzaj danych osobowych i kategorie oséb

Kategorie 0oséb: Kursanci, Instruktorzy, Pracownicy administracyjni OSK.

Rodzaj danych:

Dane identyfikacyjne (imie, nazwisko, PESEL, numer PKK).

Dane kontaktowe (adres e-mail, numer telefonu, adres zamieszkania).

Dane o przebiegu szkolenia (postepy, godziny jazd, wyniki egzaminéw wewnetrznych).
Wizerunek (zdjecie profilowe - opcjonalnie).

8§ 4. Obowigzki Procesora Procesor zobowigzuje sie do:

Przetwarzania danych wytgcznie na udokumentowane polecenie Administratora (za takie
polecenie uznaje sie korzystanie z funkcji Systemu).

Zapewnienia, by osoby upowaznione do przetwarzania zobowigzaty sie do zachowania
tajemnicy.

Podejmowania wszelkich Srodkéw wymaganych na mocy art. 32 RODO (bezpieczenstwo
przetwarzania).

Przestrzegania warunkow korzystania z ustug innego podmiotu przetwarzajgcego
(podpowierzenie).

Pomagania Administratorowi (poprzez odpowiednie Srodki techniczne) w wywigzywaniu sie z
obowigzku odpowiadania na zgdania oséb, ktorych dane dotycza.

Pomagania Administratorowi w wywigzywaniu sie z obowigzkéw okreslonych w art. 32-36 RODO
(bezpieczenstwo, zgtaszanie naruszen, ocena skutkow).

Usuniecia lub zwrotu wszelkich danych osobowych po zakonczeniu Swiadczenia ustug (zgodnie z
procedurg Exit w Regulaminie).



Udostepnienia Administratorowi wszelkich informacji niezbednych do wykazania spetnienia
obowigzkéw okreslonych w art. 28 RODO oraz umozliwienia przeprowadzenia audytow (na koszt
Administratora, po uprzednim uzgodnieniu terminu i podpisaniu NDA).

8 5. Podpowierzenie (Subprocesorzy) Administrator wyraza ogolng zgode na korzystanie przez
Procesora z ustug dalszych podmiotdéw przetwarzajgcych (Subprocesorow). Lista kluczowych
Subprocesoréw znajduje sie w Rozdziale V niniejszej Polityki. O zamierzonych zmianach
dotyczacych dodania lub zastgpienia innych podmiotdéw przetwarzajgcych Procesor poinformuje
Administratora (poprzez aktualizacje Polityki lub komunikat w Systemie), dajgc mu mozliwos¢
wyrazenia sprzeciwu.

8 6. Zgtaszanie naruszen W przypadku stwierdzenia naruszenia ochrony danych osobowych
powierzonych do przetwarzania, Procesor zgtasza je Administratorowi bez zbednej zwtoki (nie
pozniej niz w ciggu 48 godzin od wykrycia), przesytajac niezbedne informacje pozwalajgce
Administratorowi na spetnienie obowigzku zgtoszenia naruszenia do organu nadzorczego.

XV. POSTANOWIENIA KONCOWE

Zmiany Polityki: Administrator zastrzega sobie prawo do wprowadzania zmian w niniejszej
Polityce Prywatnosci w przypadku zmiany przepiséw prawa, technologii lub sposobu dziatania
Serwisu. O istotnych zmianach Uzytkownicy zostang poinformowani drogg elektroniczng (e-mail)
lub poprzez komunikat w Serwisie z co najmniej 14-dniowym wyprzedzeniem.

Dostepnos¢: Aktualna wersja Polityki jest zawsze dostepna w stopce strony internetowe;j
www.planjazd.pl oraz w aplikacji app.planjazd.pl.

Wersja jezykowa: Niniejsza Polityka zostata sporzadzona w jezyku polskim. W przypadku
rozbieznosci pomiedzy réznymi wersjami jezykowymi (jesli takie istniejg), wersja polska ma
znaczenie rozstrzygajgce.

Kontakt: Wszelkie pytania dotyczgce niniejszej Polityki Prywatnosci nalezy kierowac na adres e-
mail: kontakt@planjazd.pl lub pisemnie na adres: TYNZA Dawid Furtak, al. Solidarnosci 68/121,

00-240 Warszawa.
Data wejscia w zycie: Niniejsza Polityka Prywatnosci wchodzi w zycie z dniem 08.01.2026 r.
Data ostatniej modyfikacji: 08.01.2026 r.

SEKCJA ROBOCZA - ELEMENTY DO EWENTUALNEGO DALSZEGO ROZSZERZENIA POLITYKI
PRYWATNOSCI

(Niniejsza sekcja ma charakter wytgcznie informacyjny i roboczy. Nie stanowi czesci
obowigzujgcej Polityki Prywatnosci. Zawiera liste zagadnien, ktére mogg wymagac uregulowania
w przysztych wersjach dokumentu.)

Elementy do rozwazenia w przysztych aktualizacjach Polityki Prywatnosci:



- szczegotowa polityka cookies (rozbudowana tabela z listg wszystkich cookies, ich nazwami,
celami, okresami waznosci i dostawcami),

- zasady transferu danych poza Europejski Obszar Gospodarczy (EOG) - szczegbtowe informacje
o panstwach trzecich i stosowanych zabezpieczeniach,

- automatyczne podejmowanie decyzji (art. 22 RODO) - szczegbtowe zasady, jesli Administrator
zdecyduje sie na wdrozenie takich mechanizmow,

- procedura zgtaszania i obstugi naruszen danych osobowych (data breach) - szczeg6towy opis
procedury wewnetrznej,

- Inspektor Ochrony Danych (I0OD) - dane kontaktowe po ewentualnym powotaniu 10D,
- zasady anonimizacji i pseudonimizacji danych osobowych,

- retencja danych logéw systemowych - szczegdtowe okresy przechowywania poszczegdlnych
kategorii logéw,

- szczego6towa relacja administrator-procesor (OSK) - rozbudowana umowa powierzenia jako
osobny dokument,

- polityka prywatnosci dla aplikacji mobilnej (jesli zostanie wdrozona),
- zasady przetwarzania danych biometrycznych (jesli dotyczy),

- zasady przetwarzania danych dotyczacych zdrowia (jesli dotyczy - np. badania lekarskie
kierowcow),

- polityka prywatnosci dla pracownikéw i wspotpracownikéw,
- zasady monitoringu wizyjnego (jesli dotyczy siedziby firmy),
- polityka czystego biurka i czystego ekranu,

- zasady korzystania z urzadzen prywatnych do celéw stuzbowych (BYOD).



